**За сутки мошенники обманули двух сахалинцев**

4 февраля в дежурную часть УМВД России по городу Южно-Сахалинску с заявлением о краже обратилась  67-летняя местная жительница. Пенсионерка сообщила, что несколькими днями ранее ей позвонил неизвестный, представился сотрудником банка и сообщил, что заявителю представилась возможность воспользоваться бонусными баллами по программе «Спасибо». Якобы их можно перевести на счет в виде денежных средств, но для этого необходимо сообщить номер банковской карты, три цифры с обратной стороны и код из сообщения. После того как заявитель сообщила код поступивший по смс, с ее счета произошло списание денежных средств в сумме 12687 рублей.

В этот же день в полицию обратился гражданин 1986 года рождения и сообщил, что 1 февраля он через интернет-сайт объявлений он приобрел сотовый телефон, стоимостью 26 тысяч рублей. После перевода денег продавец перестал выходить на связь, а товар так и не был им получен.

По вышеописанным фактам возбуждены уголовные дела. Устанавливаются лица, причастные к данным деяниям.

**УМВД России по Сахалинской области напоминает, чтобы не стать жертвой мошенников, необходимо соблюдать следующий ряд правил:**

**- при покупке товара с рук, через интернет-объявления, никогда не соглашайтесь на предоплату;**

**- никогда и никому не сообщайте реквизиты своей банковской карты! Особенно коды, расположенные на оборотной стороне карты. Если у вас начинают про них спрашивать, лучше сразу оборвать разговор;**

**- при совершении денежных операций через мобильный банк, никогда не сообщайте пароли и смс-коды третьим лицам. Они предназначены только для проведений операций лично Вами. Мошенники под любым предлогом пытаются узнать именно эти данные, поскольку они позволят завладеть вашей картой на расстоянии и опустошить Ваш счет**

**- связывайтесь с родственниками, если Вам сообщают, что с ними случилась беда. Будьте бдительны, ведь человеческий фактор является главным в противодействии с данным видом преступлений.**