**Более 60 тысяч рублей похитили мошенники у сахалинцев за сутки**

Вчера в дежурную часть ОМВД России по Анивскому городскому округу обратился 53-летний житель села Таранай. Заявитель сообщил, что ему позвонила неизвестная девушка и представилась сотрудником банка. В непродолжительной беседе аферистка убедила потерпевшего в том, что с его банковского счета кто-то пытается снять денежные средства. Чтобы сохранить свои сбережения необходимо перевести деньга на «безопасный счет». Поверив мошеннице на слово и выполнив ее требования, мужчина лишился более 14 тысяч рублей.

Аналогичный случай произошел с жителем села Троицкое. Аферист предложил ему обменять на рубли бонусные балы, которые заявитель накопил на своей банковской карте. После того, как он назвал номер своей карты и коды из смс-сообщений, чтобы ему якобы перечислили наличные взамен бонусов, мужчина лишился со счета более 53 тысяч рублей.

О подобном виде мошенничества все заявители знали ранее, но всё равно попались на уловки мошенников. Абонентские номера всех звонивших зарегистрированы за пределами Сахалинской области. Возбуждены уголовные дела, ведется следствие.

**Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилых родственников.**

**Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на предоплату или размен денежных средств при покупке/продаже товара через интернет-объявления. В результате таких действий мошенники получают исчерпывающую информацию о счетах и могут распоряжаться вашими денежными средствами.**

**В каждом сообщении от банка напоминается «не сообщайте никому данный код!», но многие либо не читают данное предупреждение, либо, попав под психологическое воздействие мошенника, забываются и передают ему заветные цифры. В результате аферист получает доступ к чужим деньгам и может совершать переводы на сторонние счета, пока владелец карты не обнаружит пропажу**

**Если у Вас всё же украли деньги, то необходимо обратиться на горячую линию контактного центра банка, заблокировать карты и сервисы дистанционного банковского обслуживания, а затем написать заявление в отделение банка и в полицию**