**Жительница областного центра лишилась более 64-х тысяч рублей**

28 мая в дежурную часть УМВД по городу Южно-Сахалинску обратилась 71-летняя жительница областного центра. Женщина сообщила, что ей на телефон позвонил неизвестный и представился сотрудником службы безопасности банка. Мужчина сообщил, что с её банковским счетом происходит сомнительные операции. Для того, чтобы себя обезопасить, необходимо снять со всех счетов денежные средства и внести их на защитный виртуальный счет, который он ей сообщит. Заявительница поверила аферисту, и выполнила все денежные операции, которые он ей продиктовал. В результате гражданка перевела мошенника более 64-х тысяч рублей.

По данному факту возбуждено уголовное дело по признакам преступления, предусмотренного ст. 159 УК РФ – мошенничество. Ведется следствие. Установлено, что аферисты звонили потерпевшей с номеров, зарегистрированных на территории Москвы и Московской области.

**Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилых родственников.**

**Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на предоплату или размен денежных средств при покупке/продаже товара через интернет-объявления. В результате таких действий мошенники получают исчерпывающую информацию о счетах и могут распоряжаться вашими денежными средствами.**

**В каждом сообщении от банка напоминается «не сообщайте никому данный код!», но многие либо не читают данное предупреждение, либо, попав под психологическое воздействие мошенника, забываются и передают ему заветные цифры. В результате аферист получает доступ к чужим деньгам и может совершать переводы на сторонние счета, пока владелец карты не обнаружит пропажу**

**Если у Вас всё же украли деньги, то необходимо обратиться на горячую линию контактного центра банка, заблокировать карты и сервисы дистанционного банковского обслуживания, а затем написать заявление в отделение банка и в полицию.**

*Пресс-служба УМВД России по Сахалинской области*