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7 октября 2020 в дежурную часть полиции областного центра обратилась местная жительница. Заявительница сообщила, что разместила на сайте объявление о продаже стола. В скором времени через мобильный интернет-мессенджер ей на телефон поступило сообщение с предложением приобрести товар.  В ходе переписки заявительнице было предложено для получения денежных средств в счет оплаты стола перейти по ссылке, где она указала свои данные и пин-код поступивший в смс. После этого с ее карты произошло списание денежных средств в сумме более 5 тысяч рублей. По данному факту возбуждено уголовное дело.

В этот же день в отдел поронайской полиции обратилась 43-летняя местная жительница. Женщина сообщила, что с её банковского счета обманным путем были списаны денежные средства в сумме 93490 рублей. 6 октября ей позвонила неизвестная девушка и представилась оператором банка. Звонившая сообщила, что мошенниками был взломан личный кабинет заявительницы и для предотвращения хищения денежных средств со счета необходимо удалить личный кабинет и создать новый. Заявительнице на телефон поступали смс с кодами, которые она называла собеседнице. Впоследствии потерпевшей поступило сообщение, что с банковского счета произошло списание денежных средств, а телефон лжесотрудницы банка оказался заблокирован.

Ещё одно заявление поступило в отдел холмской полиции. Потерпевшей позвонили и представились сотрудником компании сотовой связи. Звонивший сообщил, что она является участником бонусной программы и для получения денежных средств необходимо назвать данные с лицевой части банковской карты и код, поступивший по смс. После передачи реквизитов  были списаны 37 тысяч рублей.

По всем фактам возбуждены уголовные дела. Ведется следствие.

**Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилых родственников.**

**Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на предоплату или размен денежных средств при покупке/продаже товара через интернет-объявления. В результате таких действий мошенники получают исчерпывающую информацию о счетах и могут распоряжаться вашими денежными средствами.**

**В каждом сообщении от банка напоминается «не сообщайте никому данный код!», но многие либо не читают данное предупреждение, либо, попав под психологическое воздействие мошенника, забываются и передают ему заветные цифры. В результате аферист получает доступ к чужим деньгам и может совершать переводы на сторонние счета, пока владелец карты не обнаружит пропажу**

**Если у Вас всё же украли деньги, то необходимо обратиться на горячую линию контактного центра банка, заблокировать карты и сервисы дистанционного банковского обслуживания, а затем написать заявление в отделение банка и в полицию.**
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