**Два факта мошенничества зарегистрированы в области за сутки**

Сегодня 06:25

11 ноября в дежурную часть УМВД России по городу Южно-Сахалинску обратилась  с заявлением местная жительница. Женщина рассказала о том, что с ней связался  неизвестный, представился сотрудником банка и сообщил, что на ее счетах происходят подозрительные операции, поэтому необходимо блокировать карту, для чего нужно сообщить ему данные карты и код, который придет по смс. После передачи этой информации с карты заявительницы было списано более 14 тысяч рублей.

В этот же день в полицию обратилась 20-летняя девушка, сообщив, что на Интернет-сайте обнаружила объявление о продаже детской коляски. Связавшись по указанному номеру телефона и договорившись о покупки, она осуществила перевод 28 тысяч рублей на номер карты, но после перевода денежных средств посылка доставлена так и не была.По всем фактам возбуждены уголовные дела. Ведется следствие.

Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилых родственников.

Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на предоплату или размен денежных средств при покупке/продаже товара через интернет-объявления. В результате таких действий мошенники получают исчерпывающую информацию о счетах и могут распоряжаться вашими денежными средствами.

В каждом сообщении от банка напоминается «не сообщайте никому данный код!», но многие либо не читают данное предупреждение, либо, попав под психологическое воздействие мошенника, забываются и передают ему заветные цифры. В результате аферист получает доступ к чужим деньгам и может совершать переводы на сторонние счета, пока владелец карты не обнаружит пропажу

Если у Вас всё же украли деньги, то необходимо обратиться на горячую линию контактного центра банка, заблокировать карты и сервисы дистанционного банковского обслуживания, а затем написать заявление в отделение банка и в полицию.

*Пресс-служба УМВД России по Сахалинской области*