**Сахалинцы продолжают попадаться на уловки мошенников**

Вчера в УМВД России по городу Южно-Сахалинску обратилась 41-летняя местная жительница. Гражданка сообщила, что на одном из популярных интернет-сервисов увидела объявление о продаже дивана и шкафа. Она написала продавцу о желании приобрести данный товар. После на телефон потерпевшей пришло сообщение с перечислением стоимости товара и его доставки, а также гиперссылка для оплаты доставки курьером. Заявительница ввела реквизиты своей банковской карты, в том числе защитный код с оборотной стороны карты. С ее кредитки было списано более 8 тысяч рублей. После этого продавец сообщила потерпевшей, что оплата не прошла. Необходимо снова пройти по той же ссылке и нажать кнопку «вернуть денежные средства». После этих действий с карты заявительницы произошло повторное списание денежных средств. Ущерб, причиненный потерпевшей, составил более 17 тысяч рублей.

У жительницы Смирных аферисты похитили  148 тысяч рублей. На мобильный телефон потерпевшей позвонил мужчина, который представился сотрудником службы безопасности банка. Он попросил подтвердить перевод денег с ее банковского счета. Когда заявительница сообщила, что не осуществляла перевод, злоумышленник заявил, что в отношении гражданки происходят мошеннические действия и данную информацию он незамедлительно передает в полицию. Через несколько минут потерпевшей позвонил еще один мужчина, который уже представился сотрудником правоохранительных органов и заявил, что от банка поступила заявка о совершении мошенничества и по этому поводу будет проводиться проверка. Для того, чтобы женщина окончательно поверила в происходящее, аферисты прислали ей фотографию документов якобы сотрудника банка, который ей звонил ранее. После этого заявительнице позвонила уже девушка, которая представилась страховым агентом банка и сообщила, что специально для потерпевшей создана страховая ячейка, на которую необходимо внести все денежные средства, чтобы их не похитили мошенники.  После, действуя по указаниям аферистов, заявительница сняла свои сбережения в размере 148 тысяч рублей и через банкомат перевела на указанный ей счет.

По данным фактам возбуждены уголовные дела. Ведется следствие.

**УМВД России по Сахалинской области напоминает, никогда и никому не сообщайте реквизиты своей банковской карты! Особенно коды, расположенные на оборотной стороне карты. Если у вас начинают про них спрашивать, лучше сразу оборвать разговор. При совершении денежных операций через мобильный банк никогда не сообщайте пароли и смс-коды третьим лицам. Они предназначены только для проведений операций лично Вами. Мошенники под любым предлогом пытаются узнать именно эти данные, поскольку они позволят завладеть вашей картой на расстоянии и опустошить Ваш счет.**