**Очередные факты мошенничества зарегистрированы в Сахалинской области**

2 августа в дежурную часть УМВД России по городу Южно-Сахалинску поступило заявление от 41-летней местной жительницы о хищении у неё путём обмана 12 тысяч рублей.

Потерпевшей позвонил и представился сотрудником администрации города. Затем он сообщил, что в учреждении, в котором работает заявительница в должности заместителя заведующей, планируется проведение проверки. Для организации встречи проверяющих, в том для приобретения продуктов питания и напитков, необходимы деньги. Гражданка поверила словам звонившего, и перевела на указанный им счет 12 тысяч рублей.

В этот же день в полицию обратилась работница еще одного учреждения, где по такой же схеме мошенники похитили у нее 6 тысяч 800 рублей.

А 18-летней жительнице Долинска в социальной сети пришло сообщение якобы от ее молодого человека, который проходит службу в армии. В сообщении говорилось, что парень якобы взял телефон у сослуживца, а у самого у него образовался долг за мобильную связь и при этом он еще уезжает в длительную командировку, поэтому некоторое время будет недоступен. Чтобы он смог быть на связи, надо заплатить долг, необходимо заплатить 1800 рублей. Девушка поверила, и перевела на указанный ей счет указанную сумму, а затем еще 2000 рублей.

В Углегорске в полицию поступило заявление от 51-летнего местного жителя, который накануне в сети воспользовался услугой интернет- магазина и заказал шатер и палатку. При оформлении покупки мужчине прислали квитанцию об оплате, на сумму более  37 тысяч  рублей. Однако товар до настоящего времени заявитель не получил, денежные средства ему не вернули, а номер телефона, указанный в интернет-магазине, перестал отвечать.

По всем фактам возбуждены уголовные дела. Ведется следствие.

**Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилых родственников.**

**Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на 100 % оплату товара при покупке через сомнительные интернет-объявления, непроверенные сайты, подозрительные странички в социальных сетях. Перезванивайте сами в банк и своим родственникам.**